Памятка
«Правила общения и поведения в социальных сетях»
[bookmark: _GoBack]В целом правила общения в социальных сетях подобны обычным правилам общения в общественном месте или на улице. Многие пользователи из-за особенностей общения в интернете забывают об элементарных правилах хорошего тона и личной безопасности.
Нужно помнить, что профиль может просматривать практически кто угодно, и с любыми намерениями, поэтому необходимо придерживаться определенного кодекса пользователя социальных сетей, и тогда общение на социальных сетях пойдет только на пользу и принесет положительные эмоции. Далее рассмотрим правила общения.
Правило общения №1
«Ваше настоящее имя»
Регистрируясь в популярной социальной сети, следуйте правилам, которые установлены для пользователей – регистрируйтесь под своим настоящим именем (об этом просят Facebook, Вконтакте и многие другие сети). Никогда не сообщайте незнакомым или малознакомым людям свой номер телефона и адрес проживания.
Правило общения №2 
«Аватар, личные фото и видео»
Можно выложить качественное и красивое фото или подобрать красивый аватар. Но не стоит использовать неприятные или непристойные картинки, так как этим вы не только оскорбляете других пользователей, но и даете понять, что вы несерьезный и невоспитанный человек.
Перед тем как выложить любые фото и видеоматериалы в сеть, обязательно задумайтесь, что будет, если их увидит ваша мама, папа, друзья, преподаватели, в общем, весь ваш круг общения. Помните — социальные сети место встреч абсолютно разных людей, всех возрастов, различных профессий, с самыми разными интересами и намерениями.
Старайтесь не перебрать с откровенностью. Дело в том, что в социальных сетях много мошенников, поэтому нужно соблюдать правила безопасного поведения в социальных сетях. Не пересылайте фотографии новым знакомым. Это можно делать только после того, как вы познакомитесь лично и лучше узнаете друг друга.
Не отмечайтесь на всех фотографиях. Просмотрите кадры, на которых предлагают вам отметиться. Выбирайте те фотографии, на которых отсутствует компромат, например, кадры с алкоголем или сигаретами. Вежливо попросите удалить такие фотографии, да и сами не размещайте фотографии с другими людьми без их ведома и согласия.
Правило общения №3
«Текстовые сообщения и подобная информация»
У всех нас бывают самые разные настроения и состояния. Помните, что вы не знаете, кто именно просматривает ваш профиль или, кто скрывается за незнакомыми Никами или даже вполне обыденной фотографией и именем Витя Морковкин. Поэтому открывать личные записи стоит только тем, в ком вы действительно уверены.
Обязательно учитывайте то, что любые материалы в сети легко скопировать и продемонстрировать их тому, кто не должен их видеть. Из уважения к своим читателям и друзьям старайтесь писать позитивные вещи, это привлечет к вам людей и подымет всем настроение.
Избегайте слов и предложений, написанных заглавными буквами. Слово, предложение, состоящее только из заглавных букв, подсознательно воспринимается человеком, как повышение голоса.
Всегда будьте грамотны.  В реальной жизни человека оценивают по внешнему виду, а в виртуальном мире, первое впечатление складывается по тому, как вы пишите. Во время общение не забывайте ставить знаки препинания, излагайте свои мысли кратко и недвусмысленно, чтобы они были всегда понятны, да и попросту следите за грамматикой. Во время переписки не спешите написать предложение, так как вы рискуете понаделать кучу ненужных ошибок.
Исключите ненормативную лексику. Как и в случаи с реальным общением, ненормативная лексика будет восприниматься негативно и в общении в интернете.
Всегда благодарите собеседника за уделенное вам время и предоставленную вам информацию.
Правило общения №4
«Предложения о дружбе»
Посылая или принимая предложение о дружбе, соблюдайте вежливость. Если вы получили предложение от незнакомого человека, просмотрите его профиль, быть может, вы были знакомы давно или пересекались по работе, учебе или бизнесу. Предложение о дружбе довольно часто значит лишь то, что вы и ваши посты или фото просто интересны этому пользователю. Ознакомившись с профилем, пославшего предложение о дружбе вы вправе принять или не принять предложения, но в любом случае делайте это по возможности вежливо.
Не поддавайтесь на предложения и не ходите на личные встречи с малознакомыми людьми.Сообщайте о таких предложениях родителям.
Правило общения №5
«Страницы и группы»
Не стоит добавлять других пользователей в группы, не согласовав это с ними предварительно. Понравится ли вам подобное отношение к себе? Золотое правило реальности: «Относить к окружающим так, как к самому себе», работает и в интернете.
Правило общения №6
«Спаму – нет!»
Общаясь в социальных сетях, не стоит заниматься рассылкой каких-либо материалов всем участникам. Не забывайте, что сообщения получают абсолютно все, кто в данный момент находится в чате, а это им совсем не нужно, да и вам тоже.
Правило общения №7
«Не полагайтесь на настройки конфиденциальности»
Как бы прилежно вы ни пытались защитить свои личные данные в социальных сетях, лучше всего привыкнуть к мысли о том, что вся опубликованная вами информация может стать известной вашим родителям, руководству школы и незнакомым людям. Полагайтесь на свое благоразумие.
Никогда не оставляйте на незнакомых сайтах, а также по чьей-то просьбе логин и пароль ваших страничек.
Ограничьте вашу персональную информацию. В социальной сети вовсе не обязательно выкладывать свой адрес и номер телефона. Эту информацию можно сообщить уже в разговоре, если она понадобится. Размещенная в открытом доступе персональная информация о вас грозит неприятностями для вас со стороны других людей.
Правило общения №8
«Споры и конфликты»
Вступая в дискуссию с другим человеком, критикуйте аргументы, а не его самого. Всегда обосновывайте ваше мнение, опирайтесь на реальные факты. Не реагируйте на грубости в твой адрес, не грубите сами.
Это основные правила общения и поведения в социальных сетях. Соблюдайте их, и вы всегда будете себя комфортно чувствовать на просторах интернета. Да и вообще, старайтесь назначать личные встречи взамен общения с людьми в социальных сетях.
Общение в социальных сетях должно быть легким и приятным,
создавать хорошее настроение общающимся.
Памятка для родителей
«Помощь детям в безопасном использовании социальных сетей»
Все мы пользуемся социальными сетями. Кто-то больше, кто-то меньше. Но виртуальное общение постепенно проникает в нашу реальную жизнь. И как в реальной жизни, в социальных сетях мы общаемся, знакомимся, делимся впечатлениями и думаем, что знаем как правильно там себя вести. Нас с детства учат как правильно себя вести в обществе, чтобы о нас сложилось хорошее впечатление. Но никто не учит нас и наших детей как правильно себя вести в социальных сетях.
Дети используют социальные сети для общения с лицами, которые могут проживать на другом конце земного шара, или со своими знакомыми, с которыми они каждый день видятся в школе.
Чтобы в дальнейшем не наделать ошибок и иметь представление о правилах поведения в социальных сетях, предлагаем ознакомиться с советами, которые помогут нашим детям безопасно пользоваться сайтами социальных сетей.
1.  Беседуйте с детьми по поводу их общения в социальных сетях. Просите детей рассказывать вам, если им встретится в Интернете то, что вызывает у них беспокойство, неудобство или страх. Сохраняйте спокойствие и убедите детей, что вам можно рассказывать о таких вещах. Дайте детям понять, что вы поможете им успешно разрешить сложившуюся ситуацию.
2.  Определите правила работы в Интернете. Как только ваши дети станут самостоятельно пользоваться Интернетом, установите правила пользования Интернетом. В этих правилах должно быть определено, могут ли ваши дети использовать сайты социальных сетей и каким образом. 
3.  Убедитесь в том, что ваши дети соблюдают возрастные ограничения. Рекомендуемый возраст для регистрации на сайтах социальных сетей обычно составляет 13 и более лет. Если ваши дети не достигли этого возраста, не разрешайте им пользоваться данными сайтами. Вы не должны полностью полагаться на сами службы, чтобы не допустить регистрацию ваших детей на этих сайтах.
4.  Учитесь. Оцените сайты, которые планирует использовать ваш ребенок, и убедитесь, что вы и ваш ребенок понимают политику конфиденциальности и правила поведения. Узнайте, существует ли на сайте контроль над публикуемым содержимым. Кроме того, периодически просматривайте страницу вашего ребенка.
5.  Научите своих детей никогда лично не встречаться с теми, с кем они общались только по сети. Дети подвергаются реальной опасности во время личной встречи с незнакомыми людьми, с которыми они общались только по сети. Иногда бывает недостаточно просто сказать детям, чтобы они не разговаривали с незнакомыми людьми, поскольку дети могут не считать незнакомым человека, с которым они «встречались» в сети.
6.  Попросите детей общаться только с теми людьми, которых они уже знают. Вы можете помочь защитить ваших детей, попросив их использовать данные сайты для общения с друзьями и никогда не общаться с теми, с кем они лично не встречались.
7.  Убедитесь в том, что ваши дети не указывают свои полные имена. Научите своего ребенка указывать только свое имя или псевдоним и ни в коем случае не использовать псевдонимы, которые могли бы привлечь нежелательное внимание. Кроме того, не разрешайте своим детям публиковать полные имена своих друзей.
8.  Будьте осторожны, если ваши дети предоставляют информацию, по которой их можно идентифицировать, например школьное животное-талисман, рабочее место или город проживания. Если указано слишком много информации, ваши дети могут подвергаться киберугрозам, атакам со стороны интернет-преступников, интернет-мошенников или краже личных данных.
9.  Постарайтесь выбрать сайт, который позволяет защитить вашу страницу с помощью пароля или другим способом, чтобы ограничить круг посетителей, разрешив его только тем лицам, которых знает ваш ребенок.
10.  Следите за деталями на фотографиях. Объясните детям, что фотографии могут раскрывать много личной информации. Попросите детей не публиковать фотографии себя или своих друзей, на которых имеются четко идентифицируемые данные, такие как названия улиц, государственные номера автомобилей или название школы на одежде.
11.  Предостерегите своего ребенка относительно выражения своих эмоций перед незнакомцами. Вероятно, вы уже предупреждали своих детей не общаться с незнакомыми людьми напрямую по сети. Однако дети используют сайты социальных сетей для написания журналов и стихотворений, в которых часто выражают сильные чувства. Объясните детям, что написанное ими сможет прочесть любой, кто имеет доступ в Интернет, и похитители часто ищут эмоционально уязвимых детей.
12.  Расскажите детям об интернет-угрозах. Как только ваши дети станут достаточно взрослыми для использования сайтов социальных сетей, расскажите им о киберугрозах. Расскажите детям, что если у них возникнет ощущение, что им угрожают через Интернет, то им сразу же следует сообщить об этом родителям, учителю или другому взрослому человеку, которому они доверяют. Кроме того, очень важно научить детей общаться по сети точно так же, как они общаются лично. Попросите детей относиться к другим людям так же, как они хотели бы, чтобы относились к ним самим.
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Все мы пользуемся социальными сетями. Кто-то больше, кто-то меньше. Но всё же виртуальное общение постепенно проникает в нашу реальную жизнь. И как в реальной жизни, в социальных сетях мы общаемся, знакомимся, делимся впечатлениями и думаем, что знаем как правильно там себя вести. Нас с детства учат как правильно себя вести в обществе, чтобы о нас сложилось хорошее впечатление. Но никто не учит нас как правильно себя вести в социальных сетях. Чтобы в дальнейшем не наделать ошибок и иметь представление о правилах приличия в социальных сетях, предлагаем ознакомиться со списком правил этикета в социальных сетях.
Правило этикета №1:
[image: просьба]Никогда не просите о лайках и репостах
Вы ведь не на паперти стоите. Если Ваша публикация окажется интересной, то люди сами с радостью поставят свой лайк и захотят поделиться Вашей записью. А всякий раз, умоляя лайкнуть Вашу новую аву, проголосовать за дочку соседки в детском конкурсе красоты и т. п., Вы наталкиваете своих друзей на мысль отписаться от Вашей страницы.
Правило этикета №2:
Не требуйте от собеседника немедленного ответа
[image: требование"]Если Вы видите, что Ваш друг находится онлайн, но не отвечает на Ваше сообщение, не спешите обижаться и требовать немедленного ответа. Ведь в таком случае, не обязательно он смотрит на Ваше непрочитанное сообщение и сладострастно ждёт Вашей гневной реакции. Он может отойти от компьютера, забыв закрыть свою страницу. Или же попросту может заниматься чем-то ещё параллельно, например, смотреть фильм.
Правило этикета №3:
Если Вы в сети отображаетесь онлайн,
отвечайте на входящие сообщения как можно быстрее
[image: замешательство"]Во избежание обид и недоразумений, по возможности, отвечайте на входящие сообщения как можно скорее. Ведь именно в этом прелесть общения онлайн, как в режиме реального разговора. А не так как бывает, что получаешь ответ, и уже забываешь, о чём шла речь в Вашей переписке.
Правило этикета №4:
Не отмечайте на фото людей без их ведома
[image: недовольство"]Вашему другу может не понравится, как он получился на фото. Либо же он не хочет, чтобы кто-то знал, что он был в том или ином месте в кругу определённой компании. Дайте ему возможность самому сделать выбор размещать эту фотографию на своей странице или нет.
Правило этикета №5:
Знайте меру в своих чекинах
[image: чекин]Не стоит чекиниться в каждом помещении, которое имеет адрес и хоть какое-то название. Поверьте, Вашим подписчикам совсем не интересно отслеживать каждый Ваш шаг и засорять свою ленту Вашими походами по продуктовым магазинам. Чекиньтесь в действительно интересных местах, рекомендуя их своим подписчикам.
Правило этикета №6:
Постить фото еды уже не в моде
[image: пост]Уже давно прошла мода на фотографирование блюд в ресторане. Остановитесь!!! Одно дело ещё фотографировать ресторанную еду, когда презентация блюда, выложенная поваром с большой любовью, так и шепчет Вам: сфотографируй меня. Но совсем другое, когда доходит до маразма и на свою страницу в сеть выкладывается полный рацион дня собственноручно приготовленных блюд. Ваша страница в соцсетях − это не отчётная лента перед Вашим диетологом, её смотрят и другие Ваши подписчики. Поберегите их время и избавьте от просмотра лишней информации.
Получить полный текст

Правило этикета №7:
[image: секретно"]Ограничивайте доступ к своим постам с личным содержанием

Если Вы хотите, чтобы Вашей какой-то личной проблеме посочувствовала пара-тройка подружек или же хотите своей публикацией личного характера позлить бывшего парня, не стоит в такой публикации делать открытый доступ для всех своих подписчиков. Конечно, если Вы не хотите прослыть истеричкой и нытиком. Ведь жизнь меняется, проблемы проходят, а впечатление о Вас по Вашим постам остаются. Так что в таком случае, на подобных постах лучше сразу ставить ограничение доступа для определённых людей.

Правило этикета №8:
Хватит публиковать глупые статусы
[image: глупости]Возьмите за правило — «табу на глупые статусы». Прежде чем поменять свой статус на тот, который Вы только что нашли в сети и он Вам показался «прикольненьким», перечитайте его хотя бы два раза. Возможно, при повторном прочтении, он Вам уже не покажется настолько остроумным. А Вашим подписчикам его приходится невольно читать каждый раз, заходя на Вашу страницу. И так формируется о Вас общественное мнение. Позаботьтесь о правильном восприятии себя в глазах других.
Правило этикета №9:
Разрывать реальные отношения с помощью соцсетей неприемлемо
[image: виртуальное]Ни в коем случае не прибегайте к виртуальному способу разрыва реальных отношений. Это подло, низко и бесчеловечно. Если есть возможность личной встречи, решайте такие вопросы, только глядя своему бывшему возлюбленному в глаза. Ведь если Вы этого человека хоть когда-то любили, − он не заслуживает на расставание через сообщение в социальных сетях. Будьте серьёзней и смелее.
Правило этикета №10:
Допустимая норма селфи публикующихся подряд − 3 штуки
[image: селфи]Не переусердствуйте с самолюбием. Хотя бы через 3 селфи разбавляйте свою ленту картинкой другого содержания. Иначе Ваши подписчики будут иметь возможность наблюдать, как меняется Ваша внешность. Если быстро просмотреть все селфи подряд, можно будет даже отследить появление мелких морщинок на Вашем лице.
Правило этикета №11:
Если Вы делаете репосты грустных историй, то хотя [image: счастливая]бы проверяйте их на достоверность
Как часто мы видим в лентах своих друзей призывы о помощи бездомной собачке или брошенному котёнку. Но кто-то их вообще проверяет на достоверность? Куда идут собранные деньги, тратятся ли они по назначению и действительно ли животное до сих пор бездомно и страдает? Прежде чем публиковать такую запись на своей стене, проверьте хотя бы актуальность заявленной проблемы. Может, на этот момент проблема     уже решена.
Правило этикета №12:
[image: тайна"]Ни в коем случае не размещайте на чужой стене личную информацию о человеке
То, что Вы знаете о своём друге (знакомом) необязательно знать широкой общественности. Прежде чем публиковать личную информацию о другом человеке на его стене, убедитесь, что эта информация не является тайной. Ведь это не Ваша личная переписка, об этом могут прочесть все его знакомые. Если Вам кто-то доверил свою тайну, храните её и цените это.
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10. КОГДА ВЫ УЕЗЖАЕТЕ ИЗ ДОМА
[image: Когда вы уезжаете из дома]
Вы никогда не должны размещать в своем статусе информацию, когда уезжаете из дома, будь это длительный отпуск или короткий вечер. Хотя Вконтакте или Facebook сами позволяют людям знать, где вы находитесь (с помощью специальной функции), вы наверно устаете рассказывать всем, где вы в данный момент находитесь, в то время как в списке ваших друзей могут быть и ненадежные люди.
Например, вы разместили «Сегодня пойду с моей девушкой в кино», это позволяет потенциальным ворам знать, что вас не будет дома как минимум пару часов, чего вполне достаточно, чтобы проникнуть в ваш дом.

9. НОМЕР ТЕЛЕФОНА
[image: Номер телефона]
С точки зрения безопасности не нужно размещать номер вашего телефона во Вконтакте, будь это ваш профиль или пост на странице. Несколько лет назад, в Хаффингтон пост была опубликована статья, описывающая приложение разработчика Тома Скотта «Зло», которое ищет Facebook группы с телефонами участников, а затем размещает их в публичном доступе.
«Зло» лишь один из примеров того, как можно получить номер вашего телефона, который потом появляется в публичном телефоном справочнике, либо используется маркетологами. Поэтому лучше остерегаться постов типа: «Я потерял свой телефон! Пожалуйста, пришлите мне ваши номера!».
8. ПРИЗНАНИЕ
[image: Признание]
Лучше всего не размещать личную информацию, которая может быть расценена как улики против вас. Если даже вы написали комментарий, который могут видеть только близкие друзья, потом будет очень трудно удалить все следы или предотвратить распространение. Также будет умнее не выкладывать информацию, включающую в себя любую деятельность, которая в страховых компаниях считается «рисковой». Поэтому лучше подумайте два раза, прежде чем, разглагольствовать о том, как вы ненавидите своего босса или отправлять картинки, уличающие вас в какой-то неумной или незаконной деятельности.
7. СТАТУС ВАШИХ ОТНОШЕНИЙ
[image: Статус ваших отношений]
По словам эксперта по безопасности Энди О’Доннелла, надежнее не показывать в профиле статус ваших отношений. Недавно оставшись в одиночестве, вы даете предлог сплетникам, говорить как ты теперь доступна. Это также позволяет людям знать, что вы расстались со своей второй половинкой и теперь находитесь дома одна. Если вы хотите обезопасить себя морально и физически, то лучше графу «семейное положение» оставьте пустым.
6. ДАТА И МЕСТО ВАШЕГО РОЖДЕНИЯ
[image: Дата и место вашего рождения]

По данным новостей CBS, вы никогда не должны размещать ваши дату и место рождения. Конечно, можно позволить людям знать, когда у вас день рождения (кто не любит получать кучу поздравлений с Днем Рождения). Однако, это плохая идея, если вы позволяете всем знать, в какой год и где вы родились: для воров этой информации достаточно, чтобы точно предсказать большинство, если не все цифры номера социальной страховки.
5. ВАШЕ ТЕКУЩЕЕ МЕСТОПОЛОЖЕНИЕ
[image: Ваше текущее местоположение]
Многие люди используют метки Вконтакте, где они идут, чтобы друзья 24 часа в сутки знали, где их найти. К сожалению, несмотря на это, здесь есть и оборотная сторона. Ведь вы помечаете себя вдали от дома, и потенциальные воры знают, что вас сейчас нет. Вы спокойно можете пометить места на фотографиях позже, когда будете дома.








4. НЕПРИСТОЙНЫЕ ФОТОГРАФИИ
[image: Непристойные фотографии]
Всем известно, что потенциальный работодатель иногда просматривает профиль Вконтакте своих кандидатов, чтобы знать, кто они есть на самом деле и чем занимаются. Таким образом, вам лучше знать, что выкладывать любые компрометирующие публикации и снимки - плохая идея. Однако, если вы собрались удалить непристойные или незаконные фотографии, их все равно можно будет увидеть через кеш.

3. ВАШ ПАРОЛЬ
[image: Ваш пароль]
Как бы невероятно не звучало, иногда люди делятся своими паролями Вконтакте. Обмен паролями стал уже такой проблемой, что Вконтакте отметил его как вещь номер один, которой нельзя делиться. Даже делить пароль с кем-то, кому вы доверяете, - рискованный шаг, т. к. никогда не знаешь, что может поставить под удар ваши отношения.
Например, если вы дали пароль вашей подруге, и в конце концов у вас настал разрыв в отношениях, тогда вы окажетесь в ситуации, когда человек, который вас не любит, имеет прямой доступ ко всем вашим сведениям и учетной записи.


2. ВАШ ДОМАШНИЙ АДРЕС
[image: Ваш домашний адрес]
Это может показаться немного надуманно, однако, отметим, что целых 40% пользователей опубликовали свой домашний адрес в социальных сетях. Из этих 40%, 65% не блокируют от просмотра страниц посторонними людьми в своих настройках приватности. Кроме того шокирует то, что 60% также заявили, что в списках друзей не все люди, которым они доверяют, а просто знакомые люди. По данным исследования пользователи соц. сетей больше других подвергаются риску кражи личных данных. Поэтому очень важно, чтобы незнакомцы знали о вас настолько мало, насколько это возможно.
1. ОТМЕТКА ДЕТЕЙ НА ФОТО
             [image: Отметка ваших детей на фото]
Большинство родителей гордятся своими детьми и, естественно, хотят делиться их фотографиями со своими друзьями. Тем не менее, вы никогда не знаете, с кем столкнетесь на страницах «социалок». Если вы не ограничиваете свой профиль, то чтобы защитить детей, вы не должны отмечать или размещать их фотографии. Это печально, но преступники часто используют интернет, чтобы преследовать и найти ребенка. Остерегайтесь размещения фотографий и/или подписи, такие как «мой сын первый раз шел в школу сам!». Самый безопасный вариант, если вам нужно поделиться фотографиями, ограничьте профиль, и отправляйте свои фото тем немногим, кому доверяете.
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10.

Mpasuna 6e3onacHoro nosegeHun
B COLMaNbHbIX CeTAX

Mpuaymaiite COXKHbIN NAapob UK BKAOUMTE ABYXPAKTOPHYIO
aBTOPM3aLMIO.

He pobasnaiTte B Apy3bs Tex, Koro Bbl He 3HaeTe. MposepaiTe
NOAJ/IMHHOCTb aKKayHTa «Apyrax.

He coobLuaiite B coLCeTAX O TOM, FAe Bbl HAXOAWUTECH B AaHHbIA MOMEHT
OcTeperaiitecb Ny6/MKOBaTb B UHTEPHETE CBOM JINYHbIE AaHHblE

He coobuaiite 0 4OPOrMX NOKynKax, KOTOpble Bbl COBEpPLIAETE

He coobLwuaiiTe B coLceTax 0 TOM, KOFZ4a Bbl OTCYTCTBYETe JOMA

He coobuaiite MHPOPMALMIO O CBOEM eXKeLHEBHOM pacnucaHumn

He coobuwaiite nogpobHOCTeN, KOTOpble KMbBep-XyuraHbl U TPOAAN MOTYT
MCMoNb30BaTh NPOTUB BAC

He nuwuTe HUYEro, YTO MOKET HaBpPeaAMUTb Ballei penyTaumm

He coobuwwaiite MHPopmaLumio o apyrmx ntogaax. OcobeHHOo He nuwunTe
HUKaKo MHbOopMaLMM O JeTax
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IIpaBuna noBenenns B cetu Hurepuer

* mocemjanTe CAHTHI, COOTBETCTBYIOIIHE BAaIIEMY
BO3PACTY;

* He cooOmIafTe JHIIHIOI HH(OPMAIHIO;
* u3berafTe BUPTYaJbHOH arpeccHH H NpeciieJOBaHHH;
* He JI0BepsSIHTe He3HAKOMBIM JIIO JISIM;

* yBa)kaHTe aBTOPCKHe MpaBa
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TIPOSIBJISIUTE OCTOPOKHOCTH IIPY ITEPEXO/IE I10
CCBUIKAM, KOTOPBIE BbI [IOJIYUAETE B
COOBILEHMSIX OT IPYTMX I10/Ib30BATEJIEN W
JPY3EN.

KOHTPOJIMPYUTE NH®OPMAIIUIO O CEBE, KOTOPYIO
BbI PABMEIIIAETE.

HE JIYMAWTE, YTO COOBII[EHUE, KOTOPOE BbI
TI0JIYYWJ/IY, BbIJIO OTIPAB/IEHO TEM, KOTI'O BbI
3HAETE, TOJIbKO ITIOTOMY, UTO TAK HAIIMCAHO.

BBOJIUTE AJIPEC COIIMAJIEHOV CETH
HEIOCPE/ICTBEHHO B AJIPECHOV CTPOKE BEPAY3EPA
VI UCIIOJIb3YUTE 3AK/IAJIKU.

HE JIOBABJISIVITE B JIPY3bSI B COIUAJIBHBIX CETSIX
BCEX ITOZPSI]I.
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[MTAMSATKA

0 npaBuiIax oOIeHus B ceTu MHTepHeT

1. Crapaitreck He BeKTamsBaTs B MTeprer mumyio nidopmaiio (poTorpadun,
Bueo, MO, naty poaeHMs, ajpec J0Ma, HOMEp WIKOJE, TeleOHbI M HHbIC
JIaHHBIE) MM CYIIECTBEHHO COKpATHTE 06BEM JIAHHBIX, KOTOpbIE MyOIHKyere B
Wnreprere.

2. He BbIKiabiBaiiTe M4y HHpOpMammio (coBmectHbie Gortorpaduu, Brieo,
MHBIC JIaHHBIE) O BAWIMX JApy3bsx B MurepHer Ge3 ux paspemenus. ITpexe uem
pasmectuTh MHpOpMAIWMIO 0 Apy3bsx B CerH, ysHaiiTe, HE BO3PaXalOT JIH OHH,
4TOGBI BbI BBUIOXKHIIM JIAHHbIE.

3. He oTmpasasiiTe cBOM NMepconabHbie aHHbE, a TAKKE CBOW BUACO H $OTO
JHOZAIM, C KOTOPIMH BbI TI03HAKOMHIHCH B MHTepHeTe, TeM Golnee, ecii Bbl He
3HaeTe MX B PeIbHOM JKU3HH.

4. TIpn OBUCHUH C JPYFUMH MOMB3OBATE/AMH CTApaiiTech GhITh BEKTMBEIMH,
JCTHKATHEIMA, TAKTHHHBIMH W ApYKemoOHsMu. He muumre rpyGocreii,
OCKOPGIEHTif, MATEpHbIX CIIOB - MHTATH TAKHE BHICKA3BIBAHHS Tak e HENPHATHO,
KaK M CJIbIIATh.

5. Crapaiitech He pearnpoBaTh Ha OGWJIHbIE KOMMEHTapHH, XaMCTBO 1 rpyGocTh
JpyruX  nonssosateniedi. Bcerja  mbiTaiiTech  yIagMTh  KOHQUUKTE  C
MONTB30BATENIMU MUPHBIM TIyTeM, TepeBeuTe BCe B WIYTKY HIH MpeKpaTHTe
obleHne ¢ arpecCHBHBIMU MOIb30BaTesaMi. Hu B KoeM ciydae He oTBevalite Ha
arpeccHo Tem e CrIocosoM.

6. Ecnn pemmth mpoGiieMy MHPHBIM IyTeM HE yJaioch, HAIHMIIMTE Xanoby
ajMuERCTpaTOpY caiiTa, MOTpeSyiiTe 3a610KHPOBATE OGHIUMKA.

7.Ecm agMUHUCTPATOp CaifTa OTKA3a/ICs BaM TIOMOYb, TIPEKPATHTE TOB30BATHCSH
TAKMM PECYPCOM H yJAIHTE OTTY/a CBOM IaHHBIC.

8. He ucnonb3yiire CeTh JUIsl pacpoCTPaHEHHs! CIUIETEH, YIPO3 UIIH XyJIHTaHCTBA

9. He Berpeuaiitech B pealbHO KH3HH ¢ OHNAIH-3HAKOMBIMH G€3 paspemteHus
pOUTENEli W B OTCYTCTBHE B3POCIIOFO HelioBeKa. ECii BBI XOTHTE BCTPETHTCK
C HOBBIM MHTEDHET - JIPYTOM, TIOCTapaiTech MONTH Ha BCTPEUY B COMPOBOMKACHAH
B3POCIIOT0, KOTOPOMY BbI Jl0BEpsETE.
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